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6  FREE FLIGHT  PHASE 1, SAFE FLIGHT  21, AND CAPSTONE

The main objective of NAS modernization is to
move the NAS toward a new type of flight opera-
tions known as Free Flight. Free Flight will allow
pilots to change routes, speeds, or altitudes, as
needed, while in en route and oceanic air space.
Air traffic controllers will not impose restrictions
on pilot-initiated changes, except when there is
potential conflict with other aircraft or special use
airspace (SUA). This capability will allow pilots
to fly optimized profiles, the most efficient cruise
speeds, wind-aided routes, and arrival descent
profiles. Any activity that removes operational re-
strictions is a move toward Free Flight.

Free Flight Phase 1 Core Capabilities Limited De-
ployment (FFP1 CCLD) incorporates guidance
provided by the NAS Modernization Task Force.
FFP1 CCLD is intended to provide early user
benefits and mitigate technical risk by implement-
ing key automation capabilities at specific sites
within the NAS, for evaluation by aviation stake-
holders and FAA operators. The deployments will
allow computer-human interface (CHI), training,
and safety factors to be evaluated. After the FAA
and the users have gained experience and evalu-
ated the individual FFP1 CCLD capabilities, deci-
sions will be made on whether to deploy them to
additional locations.

Safe Flight 21 will effect integration of new tech-
nologies, systems, procedures, and training for pi-
lots and controllers. Safe Flight 21 deploys and
evaluates certain air traffic control systems and
avionics that use new communications, naviga-
tion, and surveillance technologies in an opera-
tional environment. These new technologies in-
clude applications such as automated dependent
surveillance broadcast (ADS-B) for air-air and
air-ground surveillance, and flight information
services via data link. Avionics, certification, and
procedural development are cost and schedule
risks that must be mitigated. Additionally, user
benefits must be proven before avionics and asso-
ciated ground equipment capital investments can
be made.

The Alaska Capstone program will evaluate
safety and efficiency improvements identified by
the National Transportation Safety Board
(NTSB). The project will focus on the aviation
services, flight rules, and weather observations

available to pilots operating in an aviation-depe
dent portion of western Alaska. 

The following paragraphs describe the FFP
CCLD, Safe Flight 21, and Capstone program
These programs identify and resolve risks asso
ated with the development and deployment 
new operational tools and procedures, as well
those associated with training, human factors, a
user acceptance. Additional details regarding t
system and interface dependencies, on wh
these capabilities depend, can be found in t
functional and domain sections of this docume
(Part III, NAS Architecture Description).

6.1 Free Flight Phase 1 Core Capabilities Lim-
ited Deployment Description
FFP1 CCLD will consist of limited deployment o
controller automation decision support tools
communications, and traffic flow planning tools
which are a part of Air Traffic Managemen
(ATM) capability. FFP1 CCLD will be deployed
at selected air traffic control (ATC) facilities to
obtain and evaluate early benefits to service p
viders and NAS users, leveraging proven techn
ogies with procedural enhancements. FFP
CCLD will employ an evolutionary approach to
system development and deployment that ma
tains a high level of NAS safety. FFP1 CCLD ca
pabilities will be deployed in phases rather than 
fully mature capabilities. FFP1 CCLD is a part o
NAS modernization activities and will require in
frastructure support from the Host replaceme
the display system replacement (DSR), and t
Standard Terminal Automation Replacement Sy
tem (STARS), as well as other systems and p
grams. FFP1 CCLD components are:

• Conflict probe (CP), as represented by th
User Request Evaluation Tool core capabi
ties limited deployment (URET CCLD)

• Center TRACON Automation System
(CTAS) Traffic Management Advisor Single
Center (TMA SC)

• Passive Final Approach Spacing Too
(pFAST)

• Collaborative decisionmaking (CDM) with
airline operations centers (AOCs)

• Initial Surface Movement Advisor (SMA).
JANUARY  1999 FREE FLIGHT  PHASE 1, SAFE FLIGHT  21, AND CAPSTONE – 6-1
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Conflict Probe (URET CCLD).  This capability
will be added at the DSR D-side (nonradar con-
troller) position. URET CCLD's planning capabil-
ity allows the D-side controller to manage en
route user requests by identifying potential air
traffic conflicts. It systematically checks for con-
flicts between aircraft (20-minute look-ahead)
and between aircraft and SUA (40-minute look-
ahead). If a conflict is detected, URET CCLD will
provide the D-side controller with a visual indica-
tion of the problem. Updated SUA status will be
available, and URET CCLD will automatically
check flight trajectories against those data to de-
termine if an airspace conflict exists.

CTAS TMA SC. This tool will calculate meter
fix crossing times for all inbound aircraft to desti-
nation runways within air route traffic control
center (ARTCC) airspace. CTAS TMA SC capa-
bility will operate on the radar controller's display
and in the traffic management unit. It will provide
controllers with the capability to develop arrival
sequence plans for selected airports and will as-
sign aircraft to runways to optimize airport capac-
ity. The CTAS TMA traffic management tool
computes an aircraft's estimated time of arrival. It
assigns a scheduled time of arrival, outer meter
arcs, meter fixes, and final approach fixes for
each aircraft to meet the flow constraints estab-
lished by traffic management coordinators. The
meter list is available to the terminal radar ap-
proach control (TRACON) facility for monitoring
the final approach fix and runway threshold se-
quencing when the aircraft is in TRACON air-
space.

CTAS pFAST. This tool adds a new capability
that assists controllers to optimally merge and se-
quence aircraft and assign runways according to
user preferences and system constraints. It maxi-
mizes runway acceptance rates and meets user
needs for operational efficiency in congested ter-
minal airspace areas. pFAST uses flight data,
track information, and controller inputs to gener-
ate a set of trajectories that form the basis for
computed runway assignments. The trajectories
also incorporate current weather conditions and
aircraft flight characteristics. The scheduled time
of arrival to the assigned runway final approach
fix and runway threshold is then assigned. The
pFAST display will enhance controller situational

awareness, especially during heavy traffic ope
tions.

CDM.  Development and deployment of this ca
pability will focus on building automation tools
that will allow the FAA and the airlines to coordi
nate system resources in real time in response
airspace conditions. The three tools, Enhanc
Ground Delay Program, NAS Status Informatio
and Collaborative Routing, will provide users an
service providers with timely access to informa
tion. This information sharing will be the founda
tion of all collaborative efforts in NAS modern
ization. It will provide a common view of all NAS
data and promote a cooperative effort to mana
NAS traffic. Traffic flow managers' decisionmak
ing will improve because of the availability o
better NAS user intent data, while NAS user dec
sionmaking will improve because of more timel
and complete information on NAS operationa
status.

Initial SMA. This tool provides a one-way feed
of arriving traffic information from the approach
control automation system to ramp control com
puters for airline personnel use. Ramp controlle
will use this information to plan and manage ai
craft movement to/from gates and on ramp are
This will improve gate operations and groun
support services, resulting in a reduction of ta
times and takeoff delays.

The goal of FFP1 CCLD is to evaluate these au
mated decision support capabilities by the end
2002 and begin national deployment during NA
Modernization Phase 2. FFP1 CCLD will not be
full-scale test of NAS modernization, but rather
limited test of decision support automation sy
tems. The FFP1 CCLD program will be designe
to derive early benefits from automation syste
upgrades as part of the larger NAS modernizati
program.

6.2 Safe Flight 21 

The Safe Flight 21 project has replaced the Flig
2000 program. This government/industry initia
tive is designed to demonstrate and validate, in
real-world operational environment, the capabi
ties of advanced communication, navigation, a
surveillance technologies, associated air traf
systems, and the pilot/controller procedures. F
lowing are Safe Flight 21 capabilities and proc
6-2 – FREE FLIGHT  PHASE 1, SAFE FLIGHT  21, AND CAPSTONE JANUARY  1999
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dures, which constitute the means to move toward
Free Flight. 

• Flight Information Services (FIS) for Present-
ing SUA Status, Weather, Windshear, Notices
to Airmen (NOTAMs), and Pilot Reports
(PIREPs) to Pilots. Enhanced graphical and
tabular information will be electronically
transmitted to the cockpit. Data will be used
to improve the content and timeliness of rele-
vant flight planning information.

• Controlled Flight Into Terrain (CFIT) Avoid-
ance Through Graphical Position Display.
This will provide cost-effective terrain data in
the cockpit to all airspace users for improved
situational awareness.

• Improved Terminal Operations in Low-Visi-
bility Conditions. This will provide improved
situational awareness in the cockpit by using
ADS-B position information of nearby air-
craft. Data will be presented on a cockpit dis-
play of traffic information (CDTI) to enable
the pilot to judge distance and speed of pre-
ceding aircraft in marginal weather condi-
tions. This will yield benefits from increased
arrival rates and access to airports.

• Enhanced See and Avoid. Integration of sev-
eral communications, navigation, and surveil-
lance (CNS) capabilities will be demonstrated
to electronically provide improved traffic in-
formation to the pilot. Three ADS-B links
with CDTI (1090 MHz, UAT, and very high
frequency digital link (VDL) Mode-4) will be
evaluated to determine which works best and
is most compatible with the NAS infrastruc-
ture. 

• Enhance Operations for En Route Air-Air.
Use of ADS-B, CDTI, data link, and related
technologies will be evaluated to examine the
potential for delegating separation authority
to the cockpit.

• Improved Surface Navigation. The capability
of ADS-B, CDTI, and data link to improve
the ability of the pilot to navigate on the air-
port surface in all weather conditions will be
evaluated.

• Enhanced Airport Surveillance for the Con-
troller. The enhanced information provided
the pilot would also be provided to the con-

troller through a digital data link. This infor-
mation can be integrated with the radar da
at airports equipped with ASDE surface rada

• ADS-B Surveillance in Nonradar Airspace
Use of ADS-B will be examined in areas ou
side of radar coverage to allow controllers 
provide separation services rather than proc
dural separation. Benefits expected would 
increased safety, access to airspace, and ro
flexibility.

• Establish ADS-B Separation Standards. Inte-
gration and fusion of surveillance data from
ADS-B and normal radar data will be teste
for the possibility of reducing separation stan
dards.

The Safe Flight 21 activity venues will include
the Ohio Valley—with the Cargo Airline Associa
tion (CAA)—and in Alaska. The Safe Flight 21
project will focus primarily on developing a suit
able avionics technology, pilot procedures for a
air surveillance, and developing a compatib
ground-based automatic dependent surveillan
system for ATC. The Ohio Valley venue of Saf
Flight 21 will test three candidate avionics/da
link technologies for air-air surveillance. They ar
the universal access transceiver (UAT), the se
organizing time division multiple acces
(STDMA) radio (also known as VHF data link
Mode-4, or VDL-4), and the Mode-S (1090 MHz
squitter. 

The Ohio Valley venue will help test avionics
which periodically broadcasts the aircraft positio
(i.e., ADS-B), derived from the Global Position
ing System/Wide Area Augmentation System
(GPS/WAAS). These tests will occur in the term
nal areas, which support cargo aircraft operatio
at Memphis, Wilmington, Louisville, Scott AFB,
and Nashville. ADS-B-equipped aircraft will be
able to receive the broadcast and display the po
tion of other ADS-B-equipped aircraft CDTI. Pi
lots will use the CDTI display to:

• Identify and follow aircraft in the arrival pat-
tern, thus maintaining higher arrival rates du
ing reduced visibility conditions in the termi
nal area

• Provide situational awareness of the positio
of nearby aircraft.
JANUARY  1999 FREE FLIGHT  PHASE 1, SAFE FLIGHT  21, AND CAPSTONE – 6-3
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The Ohio Valley project will also use GPS Local
Area Augmentation (LAAS) avionics and the
CDTI display with a moving map feature to help
pilots taxi on the airport surface during reduced
visibility conditions. GPS LAAS avionics will
provide the precise navigation position required
for arrival and surface operations. Vehicles that
operate on the airport movement area will also be
equipped with comparable equipment.

Finally, the Alaska portion of the Safe Flight 21
project will integrate ADS data and radar data to
determine if aircraft separation standards can be
reduced. Except for testing use of air-air surveil-
lance to maintain higher arrival rates during re-
duced visibility conditions in the terminal area,
the Safe Flight 21 program will test all of the
above concepts in Alaska. 

As we evolve toward Free Flight, Safe Flight 21
will help accelerate implementation of NAS tech-
nologies and approval of procedures needed to
achieve full operational efficiency and safety ben-
efits. This early demonstration and validation of
operational enhancements will also serve to re-
duce the near-term risk of implementing new
technologies and the long-term risk and cost of
transitioning to the remainder of the NAS. Certifi-
cation activities associated with Safe Flight 21
will ensure that Free Flight technologies and pro-
cedures will meet FAA safety requirements while
providing benefit.

6.3 Capstone

The FAA Alaskan Region's Capstone Program of
infrastructure modernization provides and vali-
dates safety and efficiency improvements
recommended in the NTSB Safety Study
(NTSB/SS95/05), Aviation Safety in Alaska. Cap-
stone focuses on safety by improving infrastruc-
ture in Bethel and the surrounding area, a small
portion of western Alaska. It will address the op-
erating environment and aviation infrastructure,
weather observations and recording, airport con-
dition reporting and adequacy of the current in-
strument flight rules system. A coalition of Con-
gress, FAA, and the Alaskan Aviation Industry
Council supports Capstone as an essential safety
enhancement to this aviation-dependent environ-
ment. Additionally, these Alaskan modernization
efforts will precede and can complement the data
collection and risk-reduction efforts of the Safe

Flight 21 program. This will occur in three area
avoidance of controlled flight into terrain, proce
dural development for enhanced see-and-avo
and flight information services product develop
ment.

6.4 Risk Mitigation

The FAA's Acquisition Management System re
quires risk management to be conducted throug
out all phases of the system life cycle. It is impo
tant to monitor risks because mission needs, s
tem requirements, technology opportunities, a
program status change frequently. It is especia
important to continually monitor risks during
NAS modernization because of the interdepe
dencies among programs.

The NAS is an integrated collection of system
that deliver a set of capabilities to NAS users a
NAS service providers. A change in one syste
can adversely affect others. Risk management 
duces the number of situations that become pro
lems as well as their consequences. The NAS A
chitecture is where interdependent program ris
can best be identified, analyzed, tracked, and m
igated. Risk management will result in a great
percentage of projects being delivered on tim
within cost, and that meet performance expec
tions.

Risk management is an integral part of progra
management, which helps implement a syste
successfully. It can be defined as a five-step p
cess, that focuses on identifying risks, analyzi
risks, prioritizing risks, mitigating risks, and
tracking and controlling risks. These five step
are discussed in more detail below. The goal 
risk management is to invest a small amount 
money and time, relative to the total value of th
program, to reduce the probability or impact o
unplanned events by taking action before a situ
tion becomes a NAS-wide issue. Risk manag
ment is preferred because the cost is lower to 
solve a problem early, and the time available f
developing and considering options is greate
which increases flexibility in dealing with situa
tions.

6.4.1 Risk Management Process

The five steps of risk management are:
6-4 – FREE FLIGHT  PHASE 1, SAFE FLIGHT  21, AND CAPSTONE JANUARY  1999
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• Identification.  Risks must be identified be-
fore they can be managed. One way to ensure
more complete risk identification is to catego-
rize the risks. The categories used for NAS
modernization are:

– Technical. Technical risks are present in a 
program whenever a new technology is be-
ing introduced. It is often uncertain if a sys-
tem can be built with the required perfor-
mance.

– Operational. Operational risk is the likeli-
hood that the system that is built will im-
prove the performance of NAS users or ser-
vice providers.

– Support. Support risks relate to the ability 
of the system to be adequately maintained 
or operated as intended, including the ade-
quacy of training.

– Cost/Benefit. Cost risk reflects the likeli-
hood that a program will exceed the acqui-
sition program baseline (APB). Cost-bene-
fit risk is the probability that the initiative 
or activity will not deliver the benefit for 
which it was developed.

– Deployment. Deployment risk is the likeli-
hood that, even though a system has been 
developed successfully, there will be delays 
in achieving full operating capability be-
cause procedures and policies for using the 
new capabilities are not in place.

• Analysis. Risk analysis quantifies the proba-
bility of the risk event occurring and the im-
pact (consequences) on the program. The
analysis phase includes evaluating program
dependencies that contribute to risks by in-
creasing the impact or certainty of a risk
event. To understand the total effect of a risk
and later define a priority, the risk exposure
must be considered. Risk exposure is the
combination of the risk probability and the
risk impact. As a general rule, the architecture
assumes the higher the risk exposure, the
higher the priority.

• Prioritization. Prioritization helps to apply
limited resources to effectively mitigate risk.
Risk analysis estimates the risk exposure for
various activities. Usually, the highest expo-
sure risks are dealt with first. In addition to

the probability and consequences of a ri
event, the following factors are taken into a
count: time criticality of mitigation; time of
consequences; the cost of mitigation activ
ties; or the perception of the importance o
the risk to the user community.

• Mitigation. Risk-mitigation activities on a
single program are usually separate, paral
activities that attempt to reduce the likelihoo
that a risk event will occur, or reduce the con
sequences of a risk event if it occurs. Ris
mitigation activities include analyses, mode
ing, prototyping, human-in-the-loop experi
mentation, parallel alternative developmen
limited field testing, and other activities de
signed to increase the success of impleme
ing a capability. Risk mitigation for interde-
pendent activities can be more complex. It 
critical for NAS modernization that the com
bined risks of multiple deployments be as
sessed as early as possible so that mitigat
plans can be implemented.

• Tracking and Control. As programs that
provide new or improved capabilities for th
NAS proceed, their risks change constant
Every program that is practicing risk manag
ment will perform risk tracking and control
Periodically, risks will be evaluated and repr
oritized and the risk management strategi
adapted accordingly.

6.4.2 Risk Mitigation in Free Flight Phase 1 
CCLD

NAS evolution will use a spiral development pro
cess. FFP1 CCLD, the first spiral developme
step, is designed to mitigate risk and evalua
early user benefits at a limited number of site
FFP1 CCLD capability deployment will occur si
multaneously with, and depend on, other mode
ization activities in NAS Modernization Phase 1
FFP1 CCLD will identify and resolve some of th
significant risks associated with the develop
ment/deployment of new decision support too
including procedure development, training, hu
man factors, and user acceptance.

Technical 
The future NAS will be composed of multiple
new integrated systems. For example, in the 
route domain, Traffic Management Adviso
JANUARY  1999 FREE FLIGHT  PHASE 1, SAFE FLIGHT  21, AND CAPSTONE – 6-5
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(TMA), CP, data link applications processor
(DLAP), weather and radar processor (WARP),
and Host/oceanic computer system replacement
(HOCSR) will be connected to the NAS local area
network (LAN). Consequently, there is a risk that
one system could adversely affect the operation of
other systems connected to the NAS LAN. FFP1
CCLD will help mitigate these risks through sys-
tem engineering analysis, deployment, and evalu-
ation at multiple select sites. Information security
presents risks. Since many of the new systems
employ open architectures and modem network-
ing techniques to distribute and collect informa-
tion, these systems are vulnerable. These vulnera-
bilities must be resolved in the early development
stage so that risk and cost are minimized.

Operational 

The concept of operations cannot be met without
new procedures and policies. Information pro-
vided by new capabilities will introduce coordina-
tion risks that will require changes in NAS partic-
ipants' roles and responsibilities. Substituting data
link messages for voice messages from controller
to pilots will require new pilot-to-controller ac-
knowledgment procedures. The objective of
CPDLC Build 1 is to test initial procedures and
then refine and validate these procedures prior to
national deployment.

New capabilities must be operationally acceptable
in order for service providers and aircraft opera-
tors to use them. Even though the capabilities will
have been demonstrated and simulated, there is
still a risk that they may not be operationally ac-
ceptable. FFP1 CCLD will mitigate this risk
through limited deployment and working out the
human factor issues. This will help determine per-
formance tradeoffs for operational acceptability
and identify unknown human factor issues. Al-
though the new capabilities that make up FFP1
CCLD are designed to produce benefits indepen-
dent of deployment site, sites differ in many re-
spects. There is a risk that specific capabilities
may not be operationally suitable at other sites.
FFP1 CCLD addresses this risk by deploying
some capabilities to sites with different character-
istics. Evaluating the operational suitability at
various sites will help define the criteria for na-
tional deployment.

Cost/Benefits
Early user benefits will help determine whether 
deploy the new capabilities beyond the limite
number of FFP1 CCLD sites. The benefits mu
exceed the costs of implementing, deploying, o
erating, and maintaining the systems that deliv
the capabilities. 

Deployment
The deployment schedule will address the abili
of users and service providers to accept and i
plement new systems in a timely manner. Co
cerns include training schedules, system integ
tion into existing infrastructure, and availability
of technical staff to perform the installation.

6.4.3 Risk Mitigation in Safe Flight 21

Safe Flight 21 will provide early field experienc
to determine the operational acceptability an
benefits of proposed new CNS technologies a
capabilities, thus mitigating national deploymen
risks. The following describes some of the risks 
be mitigated. 

Technical
Safe Flight 21 risk-mitigation areas include cert
fication of avionics and ground systems, requir
ment stabilization, information security, system
integration, and standards.

Operational 
Risk will be reduced through development an
validation of new controller and pilot procedure
Validation of initial user benefits will be accom
plished in an operational environment. 

Cost/Benefits
Products used to provide improved capabilitie
will be assessed for reliability and ease of us
Safe Flight 21 will enable user avionics equipag
costs to be accurately determined.

Deployment

Safe Flight 21 will mitigate deployment schedul
risks by involving the user community in the de
velopment and use of new avionics and relat
operational capabilities. User recognition of th
benefits derived from these new capabilities w
encourage avionics equipage and ensure grou
systems deployment in a timely manner. Th
schedule will be harmonized with the rate of av
6-6 – FREE FLIGHT  PHASE 1, SAFE FLIGHT  21, AND CAPSTONE JANUARY  1999
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Flight 21 is expected to expedite the certification
of new avionics and ground systems.

6.4.4 Risk Mitigation in Capstone

Technical

Capstone risk-mitigation areas include initial cer-
tification of avionics and ground systems, re-
quirement stabilization, systems integration, and
standards.

Operational

Risk will be reduced through development and
validation of new controller and pilot procedures.
Validation of initial user benefits will be accom-
plished in an operational environment.

Cost/Benefits and Deployment

Capstone will provide the initial data collectio
for making risk-reducing decisions.

6.5 Summary

The Architecture Version 4.0 provides a disc
plined, structured, phased approach to chang
the NAS. The architecture uses appropriate p
gram management techniques that rely on r
management. As described earlier, FFP1 CCL
Safe Flight 21, and Capstone will serve to mit
gate risks in modernizing the NAS. Using th
five-step approach and adopting a spiral evo
tionary strategy that includes FFP1 CCLD, Sa
Flight 21, and Capstone, the NAS architecture a
plies sound risk-management principles to me
ing the modernization objectives.
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